
CROSSTALK The Journal of Defense Software Engineering 31January 1998

Sponsor Lt. Col. Joe Jarzombek
801-777-2435 DSN 777-2435
jarzombj@software.hill.af.mil

Publisher Reuel S. Alder
801-777-2550 DSN 777-2550
alderr@software.hill.af.mil

Managing Editor Tracy Stauder
801-777-9239 DSN 777-9239
staudert@software.hill.af.mil

Senior Editor Sandi Gaskin
801-777-9722 DSN 777-9722
gaskins@software.hill.af.mil

Graphics and Design Kent Hepworth
801-775-5555 ext. 3027
hepwortk@software.hill.af.mil

Associate Editor Lorin J. May
801-775-5555 ext. 3026
mayl@software.hill.af.mil

Editorial Assistant Bonnie May
801-775-5555 ext. 3023
mayb@software.hill.af.mil

Features Coordinator Heather Winward
801-775-5555 ext. 3028
winwardh@software.hill.af.mil

Customer Service Barbara McDonald
801-777-8045 DSN 777-8045
mcdonalb@software.hill.af.mil

Fax 801-777-8069 DSN: 777-8069
STSC On-Line http://www.stsc.hill.af.mil/

CROSSTALK On-Line http://www.stsc.hill.af.mil/
Crosstalk/crostalk.html

Subscriptions: Send correspondence concerning subscriptions and changes
of address to the following address:

Ogden ALC/TISE
7278 Fourth Street
Hill AFB, UT 84056-5205

E-mail: custserv@software.hill.af.mil
Voice: 801-777-8045, DSN 777-8045
Fax: 801-777-8069, DSN 777-8069

Editorial Matters: Correspondence concerning Letters to the Editor or other
editorial matters should be sent to the same address listed above to the
attention of CROSSTALK Editor or send directly to the senior editor via the E-mail
address also listed above.

Article Submissions: We welcome articles of interest to the defense soft-
ware community. Articles must be approved by the CROSSTALK editorial board
prior to publication. Please follow the Guidelines for CROSSTALK Authors, available
upon request. We do not pay for submissions. Articles published in CROSSTALK

remain the property of the authors and may be submitted to other publications.

Reprints and Permissions: Most material in CROSSTALK may be reprinted at no
charge. Coordinate reprint requests with CROSSTALK.

Trademarks and Endorsements: All product names referenced in this issue
are trademarks of their companies. The mention of a product or business in
CROSSTALK does not constitute an endorsement by the Software Technology
Support Center (STSC), the Department of Defense, or any other govern-
ment agency. The opinions expressed represent the viewpoints of the authors
and are not necessarily those of the Department of Defense.

Coming Events: We often list conferences, seminars, symposiums, etc., that
are of interest to our readers. There is no fee for this service, but we must
receive the information at least 90 days before registration. Send an announce-
ment to the CROSSTALK Editorial Department.

STSC On-Line Services: STSC On-Line Services can be reached on the In-
ternet. World Wide Web access is at http://www.stsc.hill.af.mil/.
The STSC maintains a Gopher server at gopher://gopher.stsc.hill.af.mil/. Its ftp
site may be reached at ftp://ftp.stsc.hill.af.mil/. The Lynx browser or gopher
server can also be reached using telnet at bbs.stsc.hill.af.mil or by modem at
801-774-6509 or DSN 775-3602. Call 801-777-7989 or DSN 777-7989 for
assistance, or E-mail to portr@software.hill.af.mil.

Publications Available: The STSC provides various publications at no charge
to the defense software community. Fill out the Request for STSC Services
card in the center of this issue and mail or fax it to us. If the card is missing, call
Customer Service at the numbers shown above, and we will send you a form
or take your request by phone. The STSC sometimes has extra paper copies
of back issues of CROSSTALK free of charge. If you would like a copy of the
printed edition of this or another issue of CROSSTALK, or would like to subscribe,
please contact the customer service address listed above.

The Software Technology Support Center was established at Ogden Air
Logistics Center (AFMC) by Headquarters U.S. Air Force to help Air Force
software organizations identify, evaluate, and adopt technologies that will im-
prove the quality of their software products, their efficiency in producing
them, and their ability to accurately predict the cost and schedule of their
delivery. CROSSTALK is assembled, printed, and distributed by the Defense Print-
ing Service, Hill AFB, UT 84056. CROSSTALK is distributed without charge to
individuals actively involved in the defense software development process. Got an idea for BACKTALK? Send an E-mail to mayl@software.hill.af.mil

BACKTALK

Got an idea for BACKTALK? Send an E-mail to mayl@software.hill.af.mil

Year 2000: The MacGyver Solution
I’ve been talking to year 2000 (Y2K) experts and reading the recent Y2K analyses

of heavyweights like Capers Jones, Ed Yourdon, and Peter de Jager. Although they
present what looks like irrefutable evidence that much of the world will be unpre-
pared for the Y2K crisis, unfortunately they ignore one critical factor that should
cause us all to reject their gloomy forecast: nothing as bad as a worldwide computer
failure could ever happen! Not in a million bajillion years! It can’t! It can’t! IT CAN’T!

In spite of this kind of strong data, many Y2K “experts” insist that most organiza-
tions have started far too late to fix all their systems. It is sad that just because these
experts have watched a few hundred non-Y2K-compliant systems crash and burn,
and have seen how long it takes just to test a system, and have seen that organizations
are allocating only a fraction of the needed resources to the problem, they think they
can do some math and declare that almost everyone is ridiculously behind schedule.

These experts obviously haven’t watched enough television. By now, everyone
should know that no problem is too big, and no odds are too high for a scrappy
group of misfits who appear a little rough around the edges, yet when the going gets
tough they can do the impossible. I can’t count how many times I saw “The A-Team”
take only one afternoon to create, for example, a tactical stealth helicopter using
nothing but duct tape and an abandoned ’76 Pacer. Certainly, our computer engi-
neers could muster an equivalent feat! I bet that MacGyver alone could fix the Y2K
problem using nothing but PVC pipe, a transistor radio, and Gouda cheese.

But I won’t bore you with the technical details of Y2K fixes. For the sake of argu-
ment, let’s pretend that, as the experts predict, by Jan. 1, 2000, a large portion of the
world’s computers will be spitting out even more garbage data than they do right now.
Let us assume that non-Y2K-compliant microchips cause everything from micro-
waves and elevators to airplanes and bank vaults to start malfunctioning. As I will
prove below, any nitwit can refute the worst-case projections of the experts.

Businesses will have a greatly decreased ability to produce, distribute, and sell
goods. Rippling financial losses may trigger stock price plunges, business failures,
bank closures, unemployment, and recession. Yeah, right. Do they really think the
world economy is that volatile? Look at the U.S. stock market—stable, independent,
impervious to any outside influence other than when Alan Greenspan sneezes in the
wrong direction. And who cares if all that highly overvalued stock suddenly self-
corrects to a fraction of its present value? The Great Depression wasn’t that bad.

The communication, distribution, and utility infrastructures may limp badly
for a time. (Yawn.) What if it did happen? Most people have a few days’ supply of
food on hand and plenty of flammable furniture. And we’re talking about the dead of
winter here—plenty of snow to melt into water. A few days is time enough for thou-
sands of food distributors and utility companies to work out any unanticipated Y2K
bugs from their decentralized, real-time networks run by thousands of intercon-
nected, one-of-a-kind computer systems. Not to worry!

State, local, and federal government computer systems will be largely unable to
function. This could result in many wholesale changes to the way taxes are col-
lected and services are rendered. That’s supposed to be a disadvantage? It goes with-
out saying that in the face of disaster, our elected leaders would set aside petty differ-
ences, and in less time than it takes to vote down a congressional pay cut, would
form a solution that is efficient, effective, fair, and beneficial to all.

I could go on and on, but I’ve made my point. And one more thing—if the ex-
perts are so sure this “crash” will cause such chaos, may I ask: Are they working franti-
cally to safeguard their organizations’ survivability? Are they storing food and fuel for
a worst-case scenario? Are they avoiding debt and putting their wealth into tangible
assets? The answer is yes, they are. But what do they know? It all comes down to
whether you believe we can grit our teeth and somehow do the impossible (Rah!
Rah!), or you think it’s time to face the music and start working on feasible system
contingency plans (Boo!). So who do we bet the farm on: MacGyver or the “ex-
perts”? I’ll take MacGyver—after all, what have we got to lose?

        —Lorin May


